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Corporation for applicant.

Russ Hernman, Trademark Exam ning Attorney, Law Ofice 102
(Thomas V. Shaw, Managi ng Attorney).

Bef ore Chapman, Bottorff and Holtzman, Adm nistrative
Trademar k Judges.

Opi ni on by Chapman, Adm nistrative Tradenark Judge:

| nt ernati onal Busi ness Machi nes Corporation has filed
an application to register on the Principal Register the
mar K DATAHI DI NG for “el ectronic apparatus for protection of
information signals” in International Cass 9, and
“services for providing security protection to information

signals” in International COass 42.1

! Application Serial No. 75/251,064, filed March 4, 1997. Both
classes in the application are based on applicant’s assertion of
a bona fide intention to use the mark in commerce. This appea

i nvol ves both cl asses of goods and servi ces.
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Regi stration has been finally refused under Section
2(e)(1) of the Trademark Act, 15 U S. C. 81052(e)(1), on the
ground that applicant’s mark, if used on or in connection
with the stated goods and/or services, is nmerely
descriptive of them

Appl i cant has appeal ed. Both applicant and the
Exam ning Attorney have filed briefs. An oral hearing was
not requested.

The Exam ning Attorney contends that the applied-for
mar k i medi ately describes a significant function or
feature of applicant’s stated goods and servi ces,
specifically, the security protection of information
signals (through the conceal nent of progranm ng code).
More specifically, he asserts as foll ows:

“‘“Data hiding,” also known as

st eganography[,] is a new technol ogy
whi ch deal s with conceal nent of
information within various forns of
medi a. (See Applicant’s exhibit C For
exanpl e, data hiding can be used to
enbed text in sound or inmmges. This
technique is used for hiding or
conceal i ng data such as capti ons,
copyright information and ot her desired
annotation within nedia in a storage

i ndependent format. |nstead of
scranbl i ng messages such as in

crypt ography, data hiding actually

hi des the presence of conmmuni cation
entirely. By using steganographic
protocols, the necessary information
can be relayed w thout raising any
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suspicions as to its presence.”
(Brief, p. 4); and

“Data hiding is a nmerely descriptive
desi gnati on whether it is data being
directly conceal ed, hidden or obscured
by the technol ogy or whether it [is] an
encryption schenme associated with the
data that is being conceal ed, hidden or
obscured.” (Brief, p. 6).

In support of his refusal to register, the Exam ning
Attorney submtted the followi ng dictionary definitions?

(i) fromthe Conputer d ossary the
definition of “data” as “(1)
Technically, raw facts and fi gures,
such as orders and paynents, which are
processed into information, such as
bal ance due and quantity on hand.
However, in comobn usage, the terns
data and information are used

synonynously....”;

(ii) fromthe Random House Col | ege
Dictionary definition of “hide” as “1.
to conceal fromsight; prevent from
bei ng seen or discovered”; and

(iii) fromthe Conputer 3 ossary the
definition of “hidden file” as “Afile
classification that prevents a file
frombeing accessed. It is usually an
operating systemfile; however, utility
prograns | et users hide files to
prevent unaut horized access.

21n his appeal brief the Examining Attorney requested that we
take judicial notice of an attached printout of a “dictionary
definition” fromTechtarget.Com Inc. The request is denied.
The printout is not subject to judicial notice because (i) the
nature of the source (Techtarget.Com Inc.) is not clear, and
(ii) this information does not constitute a “fact of universa
notoriety, which need not be proved.” This printout was not
consi der ed.
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The Exam ning Attorney al so submtted copi es of
excerpts of published stories retrieved fromthe Nexis
dat abase referring to “data hiding” in conputer systens,
exanpl es of which are set forth bel ow (enphasis added):

(1) HEADLI NE: How the governnent | ooks
at security/secure conputer systens.

...security adm nistrator when they
occur. |f the unauthorized actions
continue, the systemcan termnate the
event. The B3 TCB uses | ayeri ng,
abstraction, and data hiding for
protection, and excludes nodul es that
are not protection-critical, “The

Net wor k Journal ,” Decenber 1994;

(2) The process of data hiding is as
anci ent as cryptography, as a quick

| ook at The Codebreaking will reveal.
As for hiding information in imge
files, there have been..., “Information

Security,” Cctober 1999;

(3) ...Signafy, a conpany that devel ops
di gital -wat ermar ki ng and data hi di ng
solutions, sells its software fromits
own site. Products are avail able for
outright purchase or as try-before-you-
buy denos, “Conputer Shopper,” Cctober
1, 1999;

(4) HEADLI NE: Copy Protection for DVD
Audi o

These are primarily the sanme conpani es
t hat devel oped the Contents Scranbling
System for DVD- Video, and the proposals
use a mx of data hiding (digital

wat er mar ki ng) and a copy control flag,
simlar to the SCM5 system used on
donestic DAT, “One to One,” April 1999;



Ser. No. 75/251064

(5) ... applied to DVD Audi 0’ s content
control and protection. The three key
el enents of copy protection for DVD
Audi o are encryption, data hiding (data
wat er mar ki ng) and Content Control

I nformation instructions, “One to One,”
May 1999;

(6) ...In addition to audi o codi ng
technol ogy, Fraunhofer 1S is also
wor ki ng on dat a- hi di ng technol ogi es for
use in waternmarking and fingerprinting
systens...., “M2 Presswire,” February
26, 1999; and

(7) HEADLINE: Digital waternarking;
Protection fromlInternet Pirates

...tell exactly where the technology is
going. There are so many possibilities
of application.’” Better than 90
percent of all publications in the
field of data-hiding in digital imagery
has been done in the |ast five years.
Aside fromidentifying the author of

t he copyrighted i mage, the design of

t he wat ernmark. . .

...w |l derive simlar benefits, which
i ncl ude aut henticating source or

content to detect tanpering and tracing
of unaut hori zed di scl osure of digital

i mges. Data hiding, also known as

st eganography, is closely related to
the classic form of message scranbling
known as cryptography, but far nore
sophi sticated, “Central New York

Busi ness Journal ,” Decenber 21, 1998.

Appl i cant agrees that generally “data hiding” is a
type of “steganography,” and “at its nobst general, ‘data
hi ding’ may be defined as the conceal nent of information
within various forns of nedia.” (Brief, p. 4). But,

applicant contends that none of the definitions accurately
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descri bes applicant’s identified goods and services, which

appl i cant explains as follows:

Appl i cant’s goods and services have to
do with the security and protection of
information in electronic form The
ultimate purpose and function of the
goods and services do not have to do
with preventing electronic information
frombeing visible, but rather to
protect electronic information from
bei ng stol en or m sappropri at ed.
(Applicant’s response filed March 24,
1998, p. 4); and

These goods and services are of use to

anyone associated wth creating or
distributing digital content, such as

aut hor s,

and producers or distributors

of nmusic and DVDs (Digital Versatile

Di sks).

For exanple, an authorized

reproduction studio or copyright agency
coul d use Applicant’s goods and
services to detect and prevent

unaut hori zed copies of digital content.
The makers of el ectronic conmponents
coul d use Applicant’s goods and
services in their products to prevent
unaut hori zed copyi ng of copyri ghted

mat eri al
pr oduct

, such as music. Applicant’s
hi des the encryption schene

associ ated wth the data, but not the
data itself, although it does allow the

user to

tell if someone has copied the

schene by | ooking at the encryption

schene.
for the
6-7).

Dat ahiding is a coined term
encryption scheme.® (Brief, pp.

® W note that the mark shown in the original drawi ng was DATA

H DI NG but applica
bet ween t he words,
coi ned word.” (App
In this case, we di
descriptive terns
Paper Corporati on,

nt anended the drawing to del ete the space
contending that this “renders the mark a
licant’s response filed March 24, 1998, p. 5).
sagree that such a change converts the

nto a coined word. See, e.g., Inre Gould
834 F.2d 1017, 5 USPQ2d 1110 (Fed. G r. 1987).
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Applicant further contends that several of the Nexis
stories submtted by the Exam ning Attorney show that there
are many definitions of the termw thin the conputer
industry (e.g., in the senses of “data opacity,” “data
hoardi ng,” “software devel opnent tool”) and the nunber of
alternative definitions and uses of the termis
determ native that “datahiding” is not nmerely descriptive
of the involved goods and services; that there are nunerous
possi bl e nmeani ngs requiring purchasers to use thought or
i magi nati on to extrapol ate the specific neaning here; that
the comon term for applicant’s goods and services is
“digital watermarking” or alternatively, “digital audio
wat er mar ki ng” or “watermarki ng”; that there are nunerous
mar ks on the Principal Register which include the term
“DATA’; and that if registered, applicant acknow edges that
it “would not have the right to prevent others from using
the term‘data hiding’ fairly in a descriptive, non-

trademar k, non-confusing manner.” (Enphasis in original)
(Brief, p. 11).

The test for descriptiveness is well settled. A term
is considered nerely descriptive within the neaning of
Section 2(e)(1), if, when considered in conjunction with

the goods with which it is intended to be used, it

i mredi ately and forthwith conveys information about the
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nature of the goods, or about a quality, characteristic,
feature, purpose or function thereof. See In re MetPath
Inc., 223 USPQ 88 (TTAB 1984). It is not necessary that
the term describe all of the properties or functions of the
goods or services in order for the termto be considered
nmerely descriptive thereof; rather it is sufficient if the
term describes a significant attribute or idea about them
And, of course, whether a termis nerely descriptive is
determned not in the abstract, but in relation to the
goods or services for which registration is sought and the
possi bl e significance that the termnmay have to the average
pur chaser of the goods or services because of the manner of
its use. See Inre Bright-Crest, Ltd., 204 USPQ 591, 593
(TTAB 1979). See also, In re Consolidated Ci gar Co., 35
UsP@2d 1290 (TTAB 1995); and In re Pennzoil Products Co.,
20 USPQ2d 1753 (TTAB 1991). The question is not whether
soneone presented with only the mark coul d guess what the
goods are. Rather, the question is whether soneone who
knows what the goods are will understand the mark to convey
information about them See In re Honme Buil ders
Associ ation of Geenville, 18 USPQ2d 1313 (TTAB 1990).

We agree with the Exam ning Attorney that the evidence
of record clearly indicates that the term “DATAH DING' is

merely descriptive of applicant’s goods and services. That
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is, the evidence before us shows that the termrefers to a
t echni que (enconpassi ng both applicant’s goods and
services) in the conputer security field whereby data is
conceal ed through digital technology in order to provide
security for the document.?

As noted above, the test is not whether a consuner can
guess what the goods and/or services are fromthe mark, but
rat her whether, when the consunmer sees the mark on or in
connection with the goods and/or services, it imediately
conveys information about them |In the context of
applicant’s goods and services, consuners w |l understand
the termto refer to a significant function or feature of
both the apparatus for and the service of protecting
information signals; and consuners will imediately
understand this w thout using inmagination. Wen the Nexis
evi dence referring to “data hiding” which is quoted above,
is viewed together with the dictionary definitions in the
record of the terns “data,” “hide” and “hidden file,” we
are of the opinion the term DATAHHDING i s nerely
descriptive of the goods and services on which applicant

intends to use the mark, i.e., “electronic apparatus for

* As the Examining Attorney said in his denial of applicant’s
request for reconsideration, “‘Datahiding’ is part of an
enmergi ng, wide open field in which the technol ogy has many
possibilities and many applications.”
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protection of information signals,” and “services for
provi ding security protection to information signals.”
That is, the termimediately and w thout conjecture or
specul ati on describes a significant feature or function of
applicant’s goods and services.

The case of In re TM5 Corporation of the Anmericas, 200
USPQ 57 (TTAB 1978) (THE MONEY SERVI CE not nerely
descriptive of financial services wherein funds are
transferred to and froma savings account from |l ocations
remote fromthe associated financial institution), cited by
applicant, does not require a different result here. In
t hat case, the Board noted the “thin |ine of demarcation
bet ween a suggestive termand a nerely descriptive
designation,” and specifically found that the term
suggested a nunber of things but fell short of describing
applicant’s services “in any one degree of particularity,”
and that consunmers woul d have to use “thought, imagination
and perhaps an exercise in extrapolation.” W do not find
such a broad general neaning of the term “datahiding,” and
there is no such need for extrapolation to understand the
termwith regard to applicant’s goods and services.

In view of the evidence made of record by the
Exam ni ng Attorney, we have no doubt that when consuners

see applicant’s goods or advertisenents for applicant’s

10
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services bearing the term“DATAH DI NG ” the term woul d
i mredi ately inform prospective purchasers of the
significant feature of the goods and services relating to
security protection of information signals. See In re
Gyul ay, 820 F.2d 1216, 3 USPQd 1009 (Fed. Cir. 1987)
(APPLE PIE nmerely descriptive for potpourri); In re Oraha
Nat i onal Corporation, 819 F.2d 1117, 2 USPQ2d 1859 ( Fed.
Cir. 1987) [FIRSTIER (stylized) merely descriptive for
banki ng services]; and In re Copytele Inc., 31 USPQ2d 1540
(TTAB 1994) (SCREEN FAX PHONE nerely descriptive of
facsimle term nals enploying el ectrophoretic displays).
Applicant’s argunent based on the PTO s all owance of
several other “*data -formative marks” for various computer
goods is of no avail. The Board does not have the records
of those files before us, and each case nust be deci ded on
its own record. See In re Scholastic Testing Service,

Inc., 196 USPQ 517 (TTAB 1977).

11
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Deci sion: The refusal to register under Section

2(e)(1) is affirned.

B. A Chapnan

C M Bottorff

T. E. Holtzman
Adm ni strative Trademark Judges,
Trademark Trial and Appeal Board
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